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 Presented in December 2014.

 The National Cyber and Information 
Security Strategy contains 27 
initiatives for the years 2015 and 
2016. 

 Primarily aimed at national 
government institutions.

 Also contains initiatives aimed at 
owners of infrastructure of vital 
importance to the provision of 
energy and telecommunications to 
the Danish society.



Strategy signed by eight ministers

313th of May 2015

Minister of
Finance

Minister of 
Defence



Strategic objectives

 Maintain citizens’ and businesses’ trust that cyber and 
information security measures of government institutions and 
providers of IT systems and infrastructure which important 
functions in society rely upon are professional and 
satisfactory. Meanwhile, efforts to strengthen cyber and 
information security must permit user-friendly and effective 
use of new technologies.   

 Increase the protection of important functions in society and 
national security against cyber-attacks. 

13th of May 2015 4



Six strategic focus areas 

 Professionalized and reinforced ICT oversight

 Clear guidelines for suppliers

 Strengthened cyber security and more knowledge

 Robust infrastructure in the energy and telecommunications 
sectors

 Denmark as a strong international partner

 Strong investigation and high level of information
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Status on the implementation of the 27 initiatives

 Status to be delivered to the government the coming 
week 

 All initiatives are on track – no red nor yellow lights 

 Full effect expected in 2016
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Update in 2016

 The strategy will be evaluated and updated in late 
2016

 Further involvement of views and insights from 
interest groups, businesses and academia on how 
further efforts may most benefit society.
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Questions?
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