
                                                 

ENISA National Cyber Security Strategies workshop 

Date and Place: May 13, 2015 RIGA LATVIA 

Venue: Radisson Blu Rīdzene Hotel, Reimersa street 1, Riga, Latvia  
Contact Person: Dimitra Liveri (Dimitra.liveri@enisa.europa.eu ) 

 

AGENDA 
13/5/2015 – NCSS Workshop – Riga,Latvia  

8:45 – 9:00 Welcome Coffee 

9:00 – 9:10 Welcoming remarks 

Jānis SĀRTS, State Secretary, Ministry of Defence 

9:10 – 9:20 Introductory presentation by ENISA   
Dr. Evangelos Ouzounis, Head of Critical Infrastructures and Services 

Session 1  
 

Status of Cyber Security in the EU 

9:20 – 9:30 Introductory presentation on Latvian Cyber Security policy and Digital priority of the 
Latvian Presidency: Ms. Ieva Kupce, Head of National Cyber Security Policy Coordination 
Section, Ministry of Defence 

9:30 – 9:50 Cyber Security Strategy in the Netherlands, Mr. Michel van Leeuwen, Head of Cyber 
Security Policy, Ministry of Security and Justice NL 

9:50 – 10:10 Cyber Security Strategy in Sweden- Work in progress, Mr. Peter Wallstrom, PTS 

10:10 – 10:30 Coffee Break 

10:30 – 10:50 Cyber Security Strategy in Denmark – Just launched, Mr. Tobias Liebetrau, Center for 
Cyber Security DK 

10:50 – 11:10 Cyber Security Strategy in Cyprus, Antonis Antoniades, Senior Officer of Technical 

Affairs, Electronic Communications and Postal Regulation         

11:10 – 11:30 Cyber Security Strategic Level Landscape in Poland, Mr. Krzysztof Silicki 

11:30 – 12:30 Panel discussion on best practices and lessons learned 
Moderator: Dr. Evangelos Ouzounis, Head of Secure Infrastructures and Services Unit, 
ENISA 

12:30 – 13:30 Lunch Break 

Session 2  
 

Capabilities building and Education on Cyber Security 

13:30 – 13:15 Cyber Security in Education in Greece,  Prof. Sokratis Katsikas, University of Piraeus, GR 

13:45 – 14:00 NATO CCD COE experience in NCSS and organisational research, Ms. Kadri Kaska, NATO 
Cooperative Cyber Defence Centre of Excellence 

14:00 – 14:45 Panel on capabilities building and education in NCSS 
Moderator: Ms. Dimitra Liveri, Security and Resilience of Com. networks Officer, ENISA 
Panellists: 

- Prof. Sokratis Katsikas, University of Piraeus, GR 
- Ms. Ilze Murane,  IS Security lecturer, Faculty of Computing, University of Latvia 
- Ms. Sintija Deruma, MBA in Cybersecurity Management programme director of 

BA School of Business & finance, LV 
- Mr. Toomas Lepik, Research fellow, Centre for Digital Forensics and Cyber 

Security, Tallinn  University, EE  

mailto:Dimitra.liveri@enisa.europa.eu


                                                 

- Ms. Kadri Kaska, NATO CCD COE 
 

14:45– 15:00 Coffee Break 

Session 3 

 

Responsible Disclosure 

15:00 – 15:15 Presentation on Responsible Disclosure, Mr Varis Teivans, dpt Head of CERT.LV, Latvia 

15:15– 15:30 NL experience on implementing RD policy, Mr David Willems, dpt Manager, Monitoring 
and Response, The National Cyber Security Centre, NL  

15:30 – 15:45 Microsoft’s Coordinated Vulnerability Policy, Ms Angela McKay, Director of Cybersecurity 
Policy and Strategy in the Global Security Strategy and Diplomacy, Microsoft 

15:45 – 16:00 Symantec’s experience and policy recommendations on responsible disclosure,  
Mr Zoltán Précsényi, Senior Manager Government Affairs EMEA, Symantec  

16:00 – 16:45 Panel discussion on RD,  
Moderator: Reinis Zitmanis, Digital Champion of Latvia  
Panellists: 

- Mr David Willems, NL National Cyber Security Centre   
- Mr Varis Teivāns, Deputy Head of CERT.LV  
- Ms Angela McKay, Microsoft 
- Mr Edgars Znots, Swedbank 
- Mr Agris Krusts, IT centre, Ethical hacker  

16:45 – 17:00 Main conclusions and closing of the event 

 


